ABSTRACT

E-Banking applications existing today is very walown by the public, especially used
in the transaction process. In making the E-Bankipglication can be used by several methods.
E-Banking Application and existing uses a tokenedaweb interface design, applications are
stored in a device. On this occasion, the authes o make the E-Banking application with
token-based SMS Gateway. To examine the extent Hiwhwthe efficiency of E-Banking
applications are made compared to the E-Bankindicgpions that already exist. In the E-
Banking applications that have been there, if weeging to do our transactions must carry a
physical token that has been standardized by eadk b

In this final project is an application of e-bankiservices with token-based SMS
Gateway on a Storage Area Network, where userstraifisact through a web interface that has
been created. After that the user will perform keyhentication token, where the token keys are
made based on SMS-Gateway. So the user will perkaymauthentication token obtained from

the server to be sent to the mobile user.

According to the test results e-banking applicaBgatems have been made available to
the more-dynamic inefficiencies due to the appitatising the SMS-Gateway makes key token
was fused with the cell phone user. Userpun ddatiter to include the public key to a physical
token and then processed to obtain the privateakelf-banking applications that already exist,
or carry two gadgets to transfer money through Bklvey, but with this application user have
constraints in the delivery of key token becausefitrs to the network of providers that is used
by the server.
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